 **Беседа «Безопасный интернет» 04.09.2023**

**Цель:**Познакомить детей с опасностями, которые подстерегают их в сети Интернет и помочь избежать этих опасностей. Способствовать расширению кругозора учащихся.

 Мы живём в эпоху Интернета, без которого, увы, сейчас трудно справиться. Хорошо это, или плохо — решать уже вам, но ценность Всемирной сети отрицать не будем. Интернет заменил у нас многое. Это нам облегчило жизнь. Сейчас всего лишь при помощи одного небольшого устройства мы можем обмениваться мгновенными сообщениями, покупать книги или музыку, получать любую необходимую информацию и многое другое. Интернет ворвался в нашу жизнь.

В современном мире знания вы тоже можете получать из различных источников информации.
- Как вы думаете, какой источник информации представляет наибольшую опасность для вас?
Люди узнали об Интернете
и быстро попали в крепкие сети.
в сети попали - выхода нет,
помощник и друг нам теперь Интернет!
Всё, что сегодня хотите узнать,
письма в далёкие страны послать,
с миром связаться, от мира уйти -
Всё в Интернете можно найти!
Дети по сети в игрушки играют,
взрослые редкие книги читают,
можешь ты здесь и диплом получить,
фильм посмотреть, и продать, и купить...
всё в Интернете сегодня возможно,
всё упростилось, бывшее сложным.
И нет границ, и пространств как бы нет...
Эти проблемы решил Интернет!

Интернет – обширная информационная система, которая стала наиболее важным изобретением в истории человечества. Хотя сеть интернет построена на основе компьютеров, программ и линий связи, в действительности она представляет собой систему взаимодействия людей и информации.

Интернет - это всемирная электронная сеть информации, которая соединяет всех владельцев компьютеров, подключенных к этой сети. Сеть Интернет представляет собой информационную систему связи общего назначения. Получив доступ к сети, можно сделать многое.

В Интернете собрана информация со всего мира. Там можно отыскать словари, энциклопедии, газеты, произведения писателей, музыку. Можно посмотреть фильмы, теле- и радиопередачи, найти массу программ для своего компьютера.

А как вы думаете, нужна ли защита детям от информации и материалов, наносящих вред их благополучию?

     Не случайно в 2011 году был принят Федеральный Закон «О защите детей от информации, причиняющей вред их здоровью и развитию», который должен помочь на государственном уровне обеспечить защиту детей от негативных информационных проявлений, в том числе и в Интернете.

     Виртуальность общения предоставляет людям с недобрыми намерениями дополнительные возможности причинить вред детям. В последнее время в Интернете появляется много материалов агрессивного и социально опасного содержания.  Интернет может быть прекрасным и полезным средством для обучения, отдыха или общения с друзьями. Но – как и реальный мир – Сеть тоже может быть опасна: в ней появились своя преступность, хулиганство, вредительство и прочие малоприятные явления.

Тема правильного поведения детей в Интернете - очень важная тема. Учреждён Международный День безопасного Интернета, который отмечается ежегодно 8 февраля.
Интернет может быть прекрасным и полезным средством для обучения, отдыха или общения с друзьями. Но, как и реальный мир – Сеть тоже может быть опасна!

Желаю, чтобы и в жизни, и на просторах Интернета у вас было всё просто отлично!

**ПАМЯТКА**

**Это важно знать!**

 - Я не скажу о себе ничего (ни адреса, ни телефона, ни других сведений) без разрешения родителей.

 - Я никогда не передам по Интернет своей фотографии.

 - Я никогда не встречусь ни с кем, кого знаю только по Интернет, без разрешения родителей. На встречу я пойду с отцом или с матерью.

 - Я никогда не отвечу на сообщение, которое заставляет меня краснеть, будь то электронное письмо или общение в чате.

 - Я буду разговаривать об Интернет с родителями.

 - Я буду работать только тогда, когда они разрешат мне, и расскажу им обо всем, что я делал в Интернет.

**Безопасность при хождении по сайтам и по приему электронной почты:**

 - Не ходите на незнакомые сайты

 - Если к вам по почте пришел файл Word или Excel, даже от знакомого лица, прежде чем открыть, обязательно проверьте его на макровирусы

 - Если пришел exe-файл, даже от знакомого, ни в коем случае не запускайте его, а лучше сразу удалите и очистите корзину в вашей программе чтения почты

 - Не заходите на сайты, где предлагают бесплатный Интернет (не бесплатный e-mail, это разные вещи)

 - Никогда, никому не посылайте свой пароль

 - Старайтесь использовать для паролей трудно запоминаемый набор цифр и букв.